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Annex C to  
VCC IM Directive 

Dated 8 May 18 
 

VCC PRIVACY NOTICE – CFAV 
 
To effectively administer and manage the VCC we need to gather and process your personal data. 
We do this in accordance with the regulations contained within the DPA 2018 which incorporates 
the General Data Protection Regulations (GDPR). At all times, we set out to ensure that we hold 
the minimum amount of your personal data necessary to administer the VCC, that your data is held 
securely and that your data is deleted as soon as we do not have a need to retain it. 
 
Contact Details of MOD Navy Command’s Data Protection Advisor: 
 
Data Protection Advisor: Navy Command, Command Data Protection Advisor 
Address: Leach Building, Whale Island, Portsmouth, Hants, PO2 8BY 
Telephone: 02392 62 8695 
NAVYSEC-2DPACDPO@mod.gov.uk 
 
 

1. What categories of information do you collect and process? 
  

• Personal information such as name, date of birth and National Insurance Number. 

• Qualifications where relevant. 

• Contact Information such as telephone numbers of contacts that would be used in 

emergency. 

• Address information such as known contact address to direct correspondence to. 

• Payroll information such as bank account numbers for payment transfers. 

• Medical information, only where relevant to participation in a specific activity. 

 

2. Why are you processing my personal information? 
 

• Your personal data is being collected and processed to administer and manage the 

VCC. 

• This processing is necessary for the purposes of the legitimate interests pursued by 

MOD as data controller. 

• The DPA 2018 basis for the processing of your personal data is Public Task. 

 
3. Where do you get my personal data from? 

 

• We gather your personal data from both paper and electronic application forms which 
you complete as part of the VCC administrative and management processes.  

 
4. Do you share my personal data with anyone else? 

 

• VCC will not share your personal information with anyone else. Statistical information 
may be derived from your personal data and this statistical data may be shared with 
third parties but it will not contain any identifiable personal information. The exception to 
this rule is if educational credentials are required to be shared with awarding bodies 
who are a trusted source, for the provision of a qualification.  
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• We may share information when there is an issue that puts the safety of cadets or staff 
at risk or with law enforcement and government authorities where we are legally 
required to do so 

 
5. Do you transfer my personal data to other countries? 

       

•  VCC will not transfer your personal data to other countries. 
 

6. How long do you keep my personal data? 
 

• We will only retain your data for as long as we have a need to retain it. As soon as there 
is no need, we will delete the data. However, at present The Independent Enquiry into 
Child Sexual Abuse (IICSA) which is a government led investigation requires us to 
retain all information. This is held securely. 

 
7. What rights do I have? 

 

• The right to be informed. Individuals have the right to be informed about the collection 
and use of their personal data. This is a key transparency requirement under the 
GDPR. 
  

• The right of access. Individuals have the right to access their personal data and 
supplementary information. 

 

•  The right to rectification. The GDPR includes a right for individuals to have 
inaccurate personal data rectified, or completed if it is incomplete. 

 

• The right to erasure. The GDPR introduces a right for individuals to have personal 
data erased. The right to erasure is also known as ‘the right to be forgotten’. Individuals 
can make a request for erasure verbally or in writing. 

 

• The right to restrict processing. Individuals have the right to request the restriction or 
suppression of their personal data. This is not an absolute right and only applies in 
certain circumstances. 

 

• The right to data portability. The right to data portability allows individuals to obtain 
and reuse their personal data for their own purpose across different services. 

 

• The right to object. Individuals have the right to object to processing based on 
legitimate interests or the performance of a task in the public interest/exercise of official 
authority (including profiling); direct marketing (including profiling); and processing for 
purposes of scientific/historical research and statistics. 

 
8. How do I complain if I am not happy? 

If you are unhappy with how any aspect of this privacy notice, or how your personal 
information is being processed, please contact Department Data Protection Advisor at: 

Navy Command 
Command Data Protection Advisor 
Leach Building 
Whale Island 
Portsmouth 
Hants 
PO2 8BY 
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Telephone: 02392 62 8695 
NAVYSEC-2DPACDPO@mod.gov.uk 
 

If you are still not happy, you have the right to lodge a complaint with the Information 
Commissioner’s Office (ICO): 

Information Commissioner’s Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire 
SK9 5AF 
Tel: 0303 123 1113 
Email: casework@ico.org.uk 
https://ico.org.uk/global/contact-us/ 
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